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A new Special Issue Advanced Cryptography and Its Future: Searchable and Homomorphic Encryption 

(http://www.ajist.org/sinfo/526001) has been launched in American Journal of Information Science and Technology 

(http://www.ajist.org). This Special Issue intends to collect research achievements concerning Cryptography. Novel insights as 

well as fundamental research on the topics are warmly welcomed. Your submissions along with your ingenious works are 

expected. 

 

Lead Guest Editor: Keziban Orbay 

Affiliation: Computer Science Department, Faculty of Mathematics and Computer Science, University of Bucharest, Bucharest, 
Romania 

 

Potential authors are humbly requested to submit an electronic copy of their complete manuscript via 

http://www.ajist.org/submission 

Topics of Interest Include (but not limited to): 

 Searchable Encryption  Ethical Hacking  Information Theoretic Security 

 Homomorphic Encryption  Steganography  Secure Systems 

 Biometrics  Applied Elements of Cryptography and Coding  Data Privacy 

 Game Theory   

Important Dates 

Submission Deadline: Apr. 20, 2020 

Publication Deadline: Jun. 20, 2020 
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